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Radisson Collection Royal Hotel, Copenhagen, Denmark #CyberS

Nordic businesses have implemented technology into all aspects of their everyday operations like no other. The
resulting challenge that must be faced is not to develop further, but to safeguard. Nordic Cyber Series explores
all aspects of IT security: from prevention, via protection - to response.

Encompassing a variety of distinct approaches to cyber welfare through on-stage interviews, keynotes and

panel discussions, the conference promotes an exchange of most recent ideas between thought leaders from
a wide range of industries and senior security officers, while establishing and confirming the existing trends.
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« Share experiences and leverage your cyber security know-how
« Discuss key governance issues to drive change within your organisation
« Impart awareness and best practise among the IT leading communities in Nordic
* Gain a wider perspective on new cyber threats trends and defence lines

* Acquire hands-on tools to ensure cyber security in advanced digitalization programs

N NETWORK WITH

zscaler

JOB TITLES; INDUSTRIES:

-ciso - Oil & Gas

-cio - Banking & Finance

- Head of IT & Security - Retail

- Head of IT Risk & Compliance - Healthcare

- Head of IT Security Governance - FMCG

- i - Tr rt

Head of Data Protection ranspol Zscaler enables the world's leading organizations to securely transform their nstworks and applications for a

mobsile and cloud-first world. Its services, Zscaler Internet Access™ and Zscaler Private Access'™, create fast,

- Director of Information Security & Privacy - Energy secure connections between users and applications, regardless of device, location, or network. Used in more
than 185 countries, the Zscaler multi-tenant, distributed security cloud protects thousands of customers

- Director of IT Infrastructure & Security - Automotive from cyberattacks and data loss, so they can embrace cloud agility, speed, and cost containment—securely.

- Government

Visit: www.zscaler.com

I STEERING COMMITTEE

Morten Kiitgaard Friis Jan Olsson Kiersti Stathopoulou

Partner, Police Superintendent / Associate Partner Security Host Sponsor:

CIO Advisory Operations Developer Transformation

KPMG Swadish Cyber Crime Contre 1BM Security

Peter Lidell Lars Rygaard Matti Suominen I } FoRcE p°| NT
Head of Enterprise Security Master Expert in Head of Product

Architecture and Engineering Information Security Cybersecurity

Danske Bank Nordea Nixu Corporation

Antonio Martiradonna Ingela Schmid Oscar Wide Hamessing the best defense for your rtica data s IP. Your people, Purpese-bulk and ready to protect
ciso ciso ciso of experience and clear vision help solve critical security issues to protect employees, business data and
Orkla SEB AP IP. We offer a systems-oriented approach to insider thréat detection and analytics, cloud-based user and

application protection, next-gen network protection, data security and systems Visibility.

For more information on this year's Steering C i Visit: www.forcepoint.com

02 10th - 11th Man T: +44 203 740

Sebastiaan Back
Senior Sales Engineer
Cybereason

cybereason

Jacob Ginsberg
Senior Director Market
Intelligence

Echoworx

ECHOWORX

Janus Friis Bindslev
Chief Digital Risk Officer
PO

PensionDanmark

PensionJanmark

Markus Kluge
Senior Information
Security Officer

Orsted
Orsted

Tomas Bonello

Head of Information Security
& Risk Management

Vestas

Vestas.

Hanne M. Hansen
Acting CISO
Orsted

Orsted

Ben Bulpett Jenny Kuvist
EMEA Identity CISO
Platform Director University of
Sailpoint Gothenburg
®SailPoint
Peter Lidell

Jonas Calles
Chief Audit Executive
Dometic

~»DOMETIC

Head of Enterprise Security
Architecture & Engineering
Danske Bank

Danske

Klara Carlquist
Division Coordinator Group

Johan Peder Maller
Information Security Manager
ISS World Services A/S

Uss)

ecurity
Martin Clausen

DNB
Head of Cyber Innovation
Lab:

s
Danske Bank

Mike Nelson
VP loT Security
Digicert

digicert

10th - 11th March

Heidi Catrine Fyldeng
IT Security Manager
Bertel O. Steen AS

Bertel O_Steen

openhagen, Denmark

nordic.cybers

Jesper Bork Olsen

Senior Information Security
Manager

Maersk Drilling

MAERSK
Ha¥ DRILLING

#CyberSeries

Jan Olsson

Police Superintendent /
Operations Developer
Swedish Cyber Crime Centre
(SC3)

..

/s

4

Sebastian Svardebrandt
clo

o Nord-Lock

NORD-LOCK

Per-Olof Persson

Manager Software Services
Northern Europe
Synopsys

SYNoPsYys

Alex Teteris

Director Transformation
Strategy

Zscaler

&> zscaler

Marco Rottigni
CTSO for EMEA

Qualys
@© Qualys

Dr. Emmanouil Vasilomanolakis
Assistant Professor

Cyber Security Network
Aalborg University

Ingela Schmidt
CISO
SEB Pension

SEB

Tom Van de Wiele

Principal Security Consultant
Cyber Security Senior Expert
F-Secure

F-Secure?

Brittany O'Shea

Speaker TBC

Global Product Strategist Senior Expert

Veracode Forcepoint
VERACODE [¥ ForcePoINT

Chris Sherry Speaker TBC

Regional VB, EMEA North Senior Expert

Forescout Demisto

<) FORESCOUT.

DEMISTO

Tommy Steensnaes

Speaker TBC

Senior Security Consultant Senior Expert
= Mnemonic Cloudflare
- <
mnemonic
Securing your business. CLOUDFLARE
Deric Stroud Speaker TBC
Head of IAM Senior Expert
Equinor Mobilelron
4
-

equinor

7409106 | E

SCHOLASTIC SEED INC. CYBERNOMICS




Volume-1 | Issue-7 | December 2019

Advertorial

CONFERENCE DAY ONE

TUESDAY 10TH MARCH 2020
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08:30 . GPENING ADDRESS FROM THE CHAIR
#

CPENING FANEL

10: o : NETWCRKING BREAK

CASE STUDY

Addressing The Challenge of Third-Party Risk
Compliance

- Moderator, Senior Expert, Mobilelron

- Ingela Schmidt, CISO, SEB Pension

- Markus Kluge, Senior Information Security Officer,
stod

or:
~Klara Carlqvist, Division Coordinator Group Security,
DNB

NTATION

IAM: Security Across Devices & Supply

+ Determiring the access policy for who. o) S
of the crown jewels across devices a
ol e e T
supply chain
st practice in governance and control with regards to
ownership challenges

- Deric Stroud, Head of IAM, Equinor

| A cIO Challenge: Securing a Clouc-First Network

With applicatians moving to the cloud and nplrﬁaa>
leaving the corporate network for increased flexibilt
, the Internet has become lhecorpcralenelwcrkend
d the new data centre
Gingl o cope with the new rocuements i

ying relevant to your business in a fast paced,
disruptive IT environment
the right mix for On-Prem DC & Cloud Strategy
to access your apps and data, imespectv re

Our Journey in Enhancing Innovation While
Boosting Information Security & Privacy Maturity

- Hoidi Catrine Fyldong, IT Security Manager,
Bortel O. Stoon A

Protect it all - A Cyber Security Strategy as

11:40 3
#| Post-Breach Mental
- Sebastiaan Back, Senior Sales Engineer, Cybereason
RESENTATION
(1507 | Free Solo & Zero Trust

With the collapse of the security perimeter and the
rinciple of trust no one, in this session you will
Understand how companies can go Frae Zero Trust

» Our MFA method: implemented across the board, every

user, every time, everywhera

« How a robust idenity infrastructura gives you the abilty

t0 build more dynamic and identity-aware applications:
ld a "Zero Trust” archi

- Bon Bulpott, EMEA Identity Platiorm Director, Sailpoint

wevvr @Ezscaler

£ STUDY. RESENTATION

Accelerate Cloud App Adoption without
Compromising Security

How We Managed Risk & Strengthened Our
Security Posture During Our Digital
Transformation

urity
 How to control cloud access by unmanaged devices
(BYOD)

- Senior Expert, Forcopoint

CASE STUDY

Fls.00s| Our Strateay in Building a Holistc Business
Gaining Device Visibility, Implementing Policy- {1600 3| Resilience Approach Following an Incident
Based Segmentation, Threat Response &
Compliance Enforcement

atleadership

- Chris Sherry, Regional VP North EMEA, Forescout

RESENTATION
e
Frvo0| TacKiing the Digital Biodiversity From Discovery  Tomas Bonalo, Head of Information Securiy & Risk
£1490}1 1o Remediation e
avalution of ITlandscapes has genera - .
R et s e FOUNCTAELES
rgaieatons re strgging o hameris siinget
regulations ar |‘ e need of a goo f & posture T1: Bridging the gap b n practitioners and
y,volume and variance of an everchanging, managements how to load 8 SOC and prosent
mputin o visibilty board from one char
e e
o challnges reqires gl souce
truh, plore how you can take E udflare
aulanablh Jzu 0 support prioritsed, nformed deciions
= [ R —
Brittany O'Shea, Global Product Strategist, Veracode
- Marco Rottigni, CTSO for EMEA, Qualys 2 i
T3: How can we govern security architecture in rapidly
. changing cloud solutions?
"w:zo);' NETWORKING BREAK Wike Nelson, iy Bz
X
T4: How can we increase the security of our supply
SENTATION chain without compromising agility and innovation?
o
Froo0| Best Practices in Preventing a Ransomware &
5007 | BEC Fraud Inside Your Organization

M curmscoms s

Ty S oy
see the most advanced attacks the

e,

+ Ransomware and BEC fraud: the use of social
engineering as a tool to attack

Rt OSTEDBY.

Y HAEHOR ECHOWO R X

- Jan Olsson, Police Superintendent / Operations
Developer, Swedish Cyber Crime Centre (SC3)
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CONFERENCE DAY TWO

WEDNESDAY 11TH MARCH 2020

OPENING PANEL

Are Artificial Intelligence and Automation in Cyber
Security The Saviour or Enemy?

hat s the role o
cyber

- Moderator: Martin Clausen, Head of Cyber Innovation
Labs, Danske Bank
- Sebastian Svardebrandl, CIO, Nord-Lock

Moller, Infarmation Security Manager, IS

A Bl oS 21
- Senior Expert, Ds

RESENTATION

% | Life After the Breach You Didn't Detect

09:40
%, 7

ch takes seconds. However, most companies
ths to find out. In 80% of cases,
are blind to the fact that a breach has ever

yber criminals, who
Jescickly a5

- Tom Van do Wil Frncipal Securty Consuant. Cbor
Security Consultant, F-Sec

1. The Rise and Role of Encryption. Turning Data
into Actionable Business Insight:

- Jacob Ginsberg, Senor Director Market Intellgence,
Echoworx
[

2 How to Corretl Implement Secure loT
Deployments’

- Mike Nelson, VR loT Sacuriy, Digicert

FOCUS GROUP.

Choose 1 of 2 Discussions

1. Key Steps for Monitoring Managed Security
Service Providers in Industrial Environments

- Sponsor

2. How Can We Achieve Top Management
Engagement - And How Can We Retain It?

- Hoidi Catrine Fyldeng, IT Security Manager,
Bertel O. Steen A

RESENTATION

Security Operation Centre - The Dos and Don'ts,
Ifs and Hows.

1n 2002, mnemonic was awarded ts first
angagement thalarge Fsenices company rom
Norviay. Fast fors nnemonic has +100
Comomire i it SOC sansen g 110 smeyoes
working with it

- Tommy Steensns, Serior Security Consuktant,

SEATED LUNCH
HOSTEDBY:

[> ForcepOINT

n, Denmark | nordic.cyberseries.io

E STUDY CASE STUDY

Adding Value by Effective Risk Management:
We Connected the Company Strategy to our

Enforcing the Barriers. Adding Al to the Detection
Hor
Risk Framework

and Response Toolbox

- Jesper Bork Olsen, Senior Information Security
Manager, Maersk

- Jonas Callos, Chief Audit Executive, Domtic

The Future OF Cyber Threats FANEL DISCUSSION
T ‘;> The CISO: Within IT or Within the Business?
* Futuristic attacks: from blm:kcham-blud and loT LI

B A i
« Dissecting an
“How can rgamisations prepare and respond?

- Dr. Emmanouil Vasilomanolakis, Assistant Professor
Cyber Security Network, Aalborg University

ASE STUDY

Our Journey in Defining and Managing Digital
Risk: Bridging Digital Transformation, Security &
Privacy

Moderator: Peter Lidell, Head of Enterprise Security
Architecture and Enginsering, Danske Bank

- Hanne M. Hansen, Acting CISO, Grsted
- Jerny Kuist, CISO, University of Gothenburg

END OF CONFERENCE
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Presenting Sponsors:

Qualys.

Confinuous Security

mnemonic

Securing your business.

-
F-Secure. Q¥

®SailPoint

Focus Group & Drinks Sponsor:
ECHOWORX

Atnsted et o secure comm ricaiore

digicert

10th - 11th March 2t

Qualys is a pioneer and leading provider of cloud-based security and
compliance solutions with over 10,300 customers in more than 130 countries.
Gualys helps organizations streamilne. and consolidate thelr securty. and
compliance solutions in a single platform and build security into digital
transformation initiatives for greater agility, better business outcomes and
substantial cost savings. The Qualys Cloud Platform and its integrated Cloud
Apps deliver businesses critical security intelligence continuously, enabling
them to automate the full spectrum of auditing, compliance and protection for
T systems and web applications on premises, on endpoints and elastic clouds.

Mnemonic's expert team of security consultants, product specialists, threat
researchers, incident responders and ethical hackers, combined with our
Argus securty platform ensures we stay shead of advarced cyberattacks and
protect our customers from evolving threats. Acknowledged by Gartner, we
are among the largest IT security service providers in Europe, the preferred
security partner of the region’s top companies and a trusted source of threat
intelligence to Europol and other law enforcement agencies globally.

F-Secure is a European cyber security company with decades of experience
in defending enterprises against everything from opportunistic ransomware
infections d cybe ks. We provid i i
and solutions for all areas of cyber security as our mission is to collaborate with
our customers to build cyber resilient businesses.

SailPoint, the leader in enterprise identity governance, brings the Power
of Identity to customers around the world. As both an industry pioneer and
market leader in identity governance, SailPoint delivers security, operational
efficiency and fiance ises with complex IT envi

Echoworx protects data by providing a path to secure communications. As
a pure-play encryption provider, Echoworx tailors secure, flexible, customer-
. TPt v orx tailo © uste

for multipl
government, finance and_healthcare. Our scalable encryption platform,
OneWorld, can be deployed on-premise o via data centres located all around
the world

Tt is the P ier provider of high: digital ifi
providing trusted SSL, private and managed PKI deployments, and device
certificates for the emerging loT market. Since our founding almost fifteen
years ago, we've been driven by the idea of finding a better way. A better
way to provide authentication on the internet. A better way to tailor solutions
to our customer's needs. A better way to lead the industry forward and build
greater trust in identity and digital interactions.

gen, Denmark | nordi

Associate Sponsors:

y4 mobileiron

DEMISTO

A PALO ALTO NETWORKS” COMPANY

Platform Sponsors:
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cybereason

Roundtable Sponsors:

248

CLOUDFLARE

VERACODE

SYNOPSYS'
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Mobilelron is redefining enterprise security with the industry's first zero trust,
b ; i A u

to secure access and protect data across the perimeter-less enterprise. Zero
trust is defined by an “always verify, never trust” approach. Mobilelron’s zero
trust, mobile-centric approach validates the device, establishes user context,
checks app authorization, verifies the network, and detects and mitigates
threats ensuring that only authorized resources can access and share corporate
data from any device, OS, or location to any service.

Demisto is a leading Security Orchestration, Automation, and Response
(SOAR) dplatform that helps securiy teams accelerate incident response,
standardize and scale processes, and learn from each incident while working
together.

Forescout Technologies is the leader in device visibility and control. Our

ified pl bl p d agencies to gain

complete situational awareness of their extended enterprise environments

and orchestrate actions to reduce cyber and operational risk. Forescout

products deploy qulickly with agentless, 100-percent real-time discovery and
as well as

Cybereason, creators of the leading cybersecurity data analytics platform,
gives the advantage back to the defender through a completely new approach
to cybersecurity. Cybereason offers endpoint detection and response (EDR),
next-generation antivirus (NGAV), and active monitoring services, all powered
by its proprietary data analytics platform. The Cybereason suite of products
provides unmatched visibility, increases analyst efficiency and effectiveness,
and reduces security risk.

Cloudflare, Inc is on a mission to help build a better Internet. Cloudflare
protects and accelerates any Intemet application online without adding

ardware, installing software, or changing a line of code. Internet properties
powered bK Cloudflare have all traffic routed through its mtelllient global
network, which gets smarter with each new site added. As a result, they see
significant improvement in performance and a decrease in spam and other
attacks.

Veracode envisions a world where the software fueling our economic growth
and solving society’s greatest challenges is developed secure from the start.
The power of the Veracode Platform is in its scalability, integrations with
development tools and its ability to ensure security policies are consistently
enforced across the enterprise. While some companies talk about scanning
10,000 applications overall, we scanned that many applications for a single
customer.

Synopsys helps development teams buld secure, high-qualty software,
minimizing risks while maximizing speed and productivity. Synopsys, a
recognized leader in application security, provides static analysis, software
composition analysis, and dynamic analysis solutions that enable teams to
quickly find and fix vuinerabilities and defects in proprietary code, open source
components, and application behavior.

Secure your place before 31.01.2020 and Save 50% on your all inclusive 2-day pass with code: NORDIC50!

Normal price: €749 | Discounted Price: €375 - Book Now!

2-Day Conference Passes Include:

* Access to all sessions

* PDFs of presentations (post-summit)

* 6+ hours of networking

* Seated Lunches & Evening Drinks Reception

» CPE Certification & More!

Partners:

ITSP....

At the Intersection of Technology, Cybersecuriy, and Society.

IT-sakerhet...

Bloggen om hoten och cybersecurity

CYBER

SECURITY

INTELLIGENCE

A

LYST Accclembin

GLOBAL Grouth

GCDM

DagensNaringslives

Industry VIPs

Think you might qualify for a Complimentary VIP Pass?

Submit your details here for review. T&C's apply.

Need approval to attend?

Download an authorisation letter to request approval here.

s sequre. world

Cyber

DIGITAL
FORENSICS

‘Vmblog-com

InfoSec
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