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——DID YOU KNOW (An Initiative by)

Did You Know (DYN): DYN aims to achieve and fulfill the goals in readers’ mind. The purpose is very clear and
understandable that it showcases new and improved content, illustrating readers continuous improvement and
expansion of cyber thoughts. It also highlights the variety of information on cyber and thereby provide an insight

into the range of material that magazine covers. it includes the facts about a range of topics which may not
essentially recognized in the main article disclosure.
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What is CISSP?
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Certified Information Systems Security Professional (CISSP) is a globally recognized certification in the field of

information security, which is governed by the International Information Systems Security Certification Consortium,

commonly known as (ISC) 2.

How to Get Your

CISSP....

Give your IT career a lift!

CISSP has hecome a standard of achievement that is acknowledged worldwide. The exam is highly challenging, and

requires a broad level of knowledge. Moreover, achieving it requires help, irrespective of your experience level.
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About Automotive Grade Linux (AGL)

Source: https://www.automotivelinux.org

In a time of constant tech disruption, earning trust
is a 360-degree challenge—and opportunity.
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Source: https://www2.deloitte.com/us/en/insights/focus/tech-trends/2020/ethical-technology-and-brand-trust.html
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Indian Cyber Industry
Flag March
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Indian Cyber Industry Flag March (ICIFM) is a new initiative by Scholastic Seed Inc. and Cybernomics together
to throw a light on these indigeneous conglomerate houses which have crossed the Indian boundaries and put
indian flags up outside by their innovative thought and creation. The Intention is to show a glimpse of their initiative
vis-a-vis Cyber security, online threats and greater significance in today’s digital changing landscape and how
these indigenous firm are sustaining due to threat in cybercrime activities in the global digital era.

Infosys opens new cyber defence centre in
Romania

Infosys announced the launch of its state-of-the-art Cyber
Defence Center in Bucharest, Romania. The Defence Center
is an expansion of services delivered through the Infosys
Digital Innovation Center which opened in Bucharest earlier
this year.

Source: Infosys

The Defence Center will provide end-to-end, real-time,
24/7 cyber security monitoring and protection services to
support European and global businesses on their digital
transformation journey. These services, including security
monitoring, management and remediation, threat hunting,
security analytics, incident discovery and response, will
be delivered by certified and highly skilled cyber security
professionals. The services offered comply with country-
specific regulatory requirements.

Source: https://www.romania-insider.com/infosys-

cybersecurity-center-bucharest

IT services and consultancy provider Infosys, one of India’s
largest outsourcing companies, announced the opening of a
cyber-security center in Bucharest, thus extending the range
of services provided through by its digital innovation center
inaugurated in Romania’s capital city in March this year.

The Cyber Security Center will provide full 24/7 real-time
monitoring and cyber-protection servicesto support European
and global companies in their digital transformation.

In 2018, the local subsidiary of Infosys had 65 employees
and registered revenues of RON 20.03 million (EUR 4.3
min), twice as much as in the previous year, and a net profit
of about RON 1 min (EUR 220,000), not much changed
compared to the year before.
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Source: Infosys

About Infosys

Infosys is a global leader in next-generation digital services
and consulting. It enable clients in 46 countries to navigate
their digital transformation. With over three decades of
experience in managing the systems and workings of global
enterprises, The Company expertly steer the clients through
their digital journey. Infosys do it by enabling the enterprise
with an Al-powered core that helps prioritize the execution of
change. Infosys also empower the business with agile digital
at scale to deliver unprecedented levels of performance
and customer delight. Infosys always-on learning agenda
drives their continuous improvement through building and
transferring digital skills, expertise, and ideas from the
innovation ecosystem.

Infosys <

Information technology consulting
company

Infosys

@  infosys.com

infosys Limited is an Indian multinational corporation
that provides business consulting, information
technology and outsourcing services. It has its
headquarters in Bangalore, Karnataka, India.
Wikipedia

Stock price: INFY (NSE) ¥745.00 +10.30 (+1.40%)
3 Jan, 3:30 pm IST - Disclaimer

CEO: Salil Parekh (2 Jan 2018-)

Headquarters: Bengaluru

Founders: N. R. Narayana Murthy, Nandan Nilekani,
MORE

Subsidiaries: EdgeVerve, Panaya, Infosys BPM
Infosys Consulting, MORE

SCHOLASTIC SEED INC. CYBERNOMICS 7




Volume-1 | Issue-7 | December 2019

Cyber Crime Report

Cyber Crime Report (An Initiative by)

Cyber Crimereport canthrow alighton upcoming cybercrimes
and remedy to it. It can give an awareness about the crime
occurred in a society and how to safeguard ourselves and
society as a whole in totality. It is a real fact that Cyber crime
will never disappear completely, which means businesses
have to be extra vigilant in these rapidly changing times. And
a CYBERNOMICS worked as a trusted IT partner which
can always deploy the right solutions to keep you and your
precious resources safe.

How 10 Report
A Cyber CRrime
in India ?

How to report cyber crime India?
Please contact local police in case of an emergency or for
reporting crimes other than cyber crimes. National police
helpline number is 100. National women helpline number is
181.

How do | report cyber crime?

If you are a victim of online crime, file a complaint with the
Internet Crime Compliant Center (IC3) at www.ic3.gov. IC3
is a partnership between the Federal Bureau of Investigation
(FBI) and the National White Collar Crime Center (NW3C).
the SSA at http://oig.ssa.gov/report-fraud-waste-or-abuse

Where can | report cyber crime in India?

You can register a cyber crime FIR at the nearest local
police station to report them. It is mandatory under Section
154, Code of Criminal Procedure, for every police officer to
record the information/complaint of an offense, irrespective
of the jurisdiction in which the crime was committed.

;z@ Scholastic Seed Inc.
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Steps to File a Cyber Crime Complaint

Let’'s accept it, we have all seen such cases happen with
our kith and kin. Losing one’s hard earned money to online
criminals or seeing a loved one suffer due to a matrimonial
scam can be painful and hard to accept.

And the scenario that follows is utter confusion and inability
to comprehend the next course of action. Where to file a
cyber crime complaint? What are the steps to register a
cyber crime FIR? What evidence to provide? How long to
wait before following up and so much more!

In the event of a cyber crime, it is really distressing to get a
grip on the situation. Worst still, to go through the process
of understanding how to file a cyber crime complaint in
that grueling moment! We recommend that one should not
wait for a cyber crime to strike to be aware of the response
mechanism to a cyber offense. The following section shall
tell you how to file a cyber crime complaint in India in few
simple steps.

1. The very first step to file a cyber crime complaint is to
register a written complaint with the cyber crime cell of the
city are currently in.

According to the IT Act, a cyber crime comes under the
purview of global jurisdiction. This means that a cyber crime
complaint can be registered with any of the cyber cells
in India, irrespective of the place where it was originally
committed.

At present, most cities in India have a dedicated cyber crime
cell. The last section of this article shall provide you with the
list of cyber cells in India.

2. When filing the cyber crime complaint, you need to provide
your name, contact details, and address for mailing. You
need to address the written complaint to the Head of the
Cyber Crime Cell of the city where you are filing the cyber
crime complaint.

3. In case you are a victim of online harassment, a legal
counsel can be approached to assist you with reporting it to
the police station. Additionally, you may be asked to provide
certain documents with the complaint. This would, however,
depend on the nature of the crime.

4. Register a Cyber Crime FIR: If you do not have access to
any of the cyber cells in India, you can file a First Information
Report (FIR) at the local police station. In case your complaint
is not accepted there, you can approach the Commissioner
or the city’s Judicial Magistrate.
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